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[NVR - Channel Connection] Adding IP cameras failed
Description

IP cameras are successfully added and displayed on the Camera list, but the status is disconnected.
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Note:

We recommend updating the NVR firmware to the latest version before starting. The latest version can

be downloaded from the Download Center|Milesight.

Cause
1. Incorrect camera information on the NVR side

2. Connection limitation between camera and NVR
3. Video Codec Type limitation
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Resolution

1. Incorrect camera information on the NVR side
To successfully add the camera to the NVR, these 4 key parameters must be correct, which include

username, password, port and protocol type as shown below:

Milesight

Local Configuration

Add Camera
Camera

MAC 1CC316284888

P Address 10.00.101

Transport Protocol Auto Time Setting 1 Sync Time With NVR

I Protocol MSSP |

_

1.1 Username and Password

Ensure there is no problem when login into camera web page with the same username and password.
Note:

Generally, Milesight camera doesn't have default password. You need to activate the camera first and
set the desired password. However, for some old version models which shipped before 2019, the
default username is “admin”, and the default password is “ms1234”.

1.2 Port

On the NVR side, the default port of MSSP, ONVIF protocol is 80, and the default port of RTSP protocol
is 554. For specific ports, please refer to specific settings.

Also, when you connect to the camera through the Internet, whether you use MSSP or ONVIF protocol,
you need to port map the Camera RTSP port. Cause the camera will play RTSP stream under Live View
interface. The Live View of devices cannot be played normally if the RTSP port of devices are not

mapped.
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Milesi
Milesight Camera Management
Local Configuration Camera [YRPRERSE  Batch Management
Camera -
Channel 2 7] Channel Name CAMZS
1P Address Port &0
User Name [admin Password
Transport Protocol Auto | Time Setting [1Sync Time With NVR
Protocol [onviF =

=] 17 CAM17 ddns.mi jht.com - 8081 ONVIF

u] 18 cams 192 - 8 onviF

o 19 camte 3 192.1687.57 & onviF

o 20 camzo / 192.1667.230 - 8 onviF

o 2 camz1 172206227 ) 80 onviE

u] 22 camz2 o 1921689200 - £ mssp 1CC316245F53 407,078 MS-C2975-£P8
o 2 cam23 (] 192.168.7.74 80 MssP 1CC3162460AA @707 MS-C5375-£P8
o 2 camzs. o 192.168.10.202 80 MssP 1cc316232327 417677826 NC5351-£08
o 2 camas o 2715423414 : 4554 RTSP

u] 2 camM26 o 2715423414 - 3554 RTSP

o 27 CAM27 88.250.188.51 555 RTSP.

o 4 camzs () 192.1687.241 80 ONVIF 1CC316220853  43.7.077-LPR3 MS-C2961-QELPB

Free Receiving Bandwidth 271.68Mbps

Note:

Milesight cameras support UPnP function. If you map the camera through the port, you need to consider
the effect of UPnP.

® UPnPis Enabled

You need to input the corresponding External Port of UPnP. For example, you need to input 3346 on the

NVR side when the UPnP settings as shown below.

UPnP

Email FTP VAN PPPoE SNMP 802.1% Bonjour

Enable UPnP: |

Port Mapping

Enable Port Mapping: |

Name UPnP

Type: [Manual V-,

Protocol Name External Port Internal Port Status
HTTP 8090 Irwvalid
HTTPS (22202 | 443 Invalid
RTSP 23202 G545 Invalid
Playback 555 Invalid

® UPnPis Disabled
You need to input the corresponding External Port of router. For example, you need to input 8008 on the
NVR side when UPnP is disabled and router settings as shown below.
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TP-LINK | TL-WVR1200L

Virtual server NAT-DMZ
12 celia-test WAN2 6001 80 192.168.4.221 ALL Enabled: 4w
3 celia-test2 WAN2 6002 554 192.168.4.221 ALL Enabled Zw
14 3dEye-45-HTTP WAN2 5007 5007 192.168.7.155 ALL Enabled Z v
15 3dEye-45-RTSP WAN2 5008 5008 192.168.7.155 ALL Enabled Zw
16 3dEye-45-SSH WAN2 5009 6022 192.168.7.155 ALL Enabled Zw
Enabled
Rule name: cella-testd
Effective interface: WAN2 v
t
External port: 8008
Internal port: 80
Internal server IP: 192.1687.163
Virtual server
Service agreement AL v
S @
Are you sure ancel
18 test1 WAN2 5544 554 192.168.7.163 ALL Enabled Zw

1.3 Protocol Type
If you want to play RTSP stream, you need to select RTSP protocol.

Miesight Camera Management
Local Configuration
Camera

Camera Management

Protocol ONVIF

I I e 7S T e T I I |
o 1 camt d m 8081 onviE
System u] 18 CAM18 80 ONVIF
o 1 camio onviE
o camz20 80 onviF !
o cam2 & onviE
u] 2 camz2 (] 80 mssp
o 2 camz3 () 80 MssP
o 2 camz4 (] 80 Mssp
a] 2 © 554 RTSP
u] 2 o ass4 RTSP
£l o RTSP
o cams 80 oNVIF
ree Recei

Note:

® The default RTSP port is 554

®  Milesight camera RTSP address:

Primary Stream rtsp://IP:RTSP Port/main

Secondary Stream rtsp://IP:RTSP Port/sub

Tertiary Stream rtsp://IP:RTSP Port/third

® Milesight NVR RTSP address:

RTSP format rtsp://IP:RTSP port/ch_xxx

ch_xxx: The first number of xxx represents stream type, 1 for main stream and 4 for sub stream. The last
two represent channel numbers, which start from “00” (“00” means channel 1).

Take “rtsp://192.168.8.179:554/ch_402" as an example: The IP address of NVR is 192.168.8.179.
The RTSP port is 554.

The stream type is sub stream and the channel number is 3.
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®  Also, you need to check whether the RTSP stream is normal. Ensure the RTSP stream of camera is

available. You can test it via VLC player as shown below:

168.4 206 554/main

> wmw Ew EE% o ol

Milesight SMP

0:00

00:01
Il wmm I3 5S|4 ¢ il

Ensure the RTSP stream of NVR is available. You can test it via VLC player as shown below:
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18: 44 10

2. Connection limitation between camera and NVR
2.1 IP segment of camera and NVR are different

Ensure the IP segment of the Milesight camera is consistent with the NVR.

2.2 Maximum Number of Concurrent Streaming on the Camera side
Ensure the number of camera connections reaches the Maximum Number of Concurrent Streaming.

Milesight Network Camera

Milesight Advanced Settings >> Security

- Access List

General Settings.

umber of Concurrent

& Advanced Settings Access List
Enable Access List Filtering (u]

Note:

The default value of Maximum Number of Concurrent Streaming is 9.
2.3 IP Access List at camera side

Check whether the cameras are online and the IP access of the NVR has been restricted on the camera
side.

www.milesight.com
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Milesight Network Camera o3

i/esl'ght Advanced Settings >> Security
e User  OnlineUser  AccessList  Securiy Service atermark
B Playback General Settings

Maximum Number of Concurrent
@ Basic Settings Streaming
& Advanced Settings Access List

Enable Access List Fitering: 0

Fiter Type Allow & Deny

= I
[Er
1 1P Address 192.168.7.29 R x

2 el =]
- :
@ Mante

2.4 Free Receiving Bandwidth on the NVR side
Ensure that Free Receiving Bandwidth has enough bandwidth on the NVR side. In some cases, the
cameras will display “Disconnected” if the Free Receiving Bandwidth is not enough even though the Live

View can play normally.

Milesight Camera Management

Local Configuration (‘Jmaa [ty  Batch Management

Protocol ONVIF

T TR T

Protocol Firmware Version
System

] Mssp 1CC316287C75 457078 MS-C2864-RFPC

& onviF 10C316258222 437078 MS-C5362-HEPB

8 msse Cca16112064 33707524 MS-C8165-SPA

12 cami2

Free Receiving Bandwidth 263.68Mbps

2.5 Access Filter on the NVR side

Check whether the IP/MAC access of the cameras have been restricted on the NVR side.

www.milesight.com n
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M/esr’ght Access Filter

Local Configuration Access Filter Enable

Filter Type Deny

[ T o]
OIS T
o 92.168.7.189

3. Video Codec Type limitation
3.1 MJPEG Video Codec Type
Due to NVR doesn't support MJPEG video codec Type, please check the Video Codec on the camera

Milesight Network Camera 3
Milesight Basic Settings >> Video
W Live Video Primary Stream  Secondary Stream
B Playback Record Stream Type: General v
Video Codec WIPES 3]
S gEaascton Frame Size
Video I Maximum Frame Rate. E) s
mage 8 Rate ~Ikops
Smart Stream
81t Rate Control
JPEG Qualty Wdum <
Lirame Interval rame (1-120)
&
@ E
L]
a

1 ——
Note:
Milesight NVR supports H.264 and H.265 video codec types.

Others

1. The preview failure problem when adding channels of the NVR to another NVR via RTSP.
Cause: The old version is not compatible with Milesight NVR that does not carry sprop-parameter-sets.
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M Wireshark - Follow TCP Stream (tcp.stream eq 2) - rvpcap-202102201558130.peap — O x

CSeq: 2 ~
Accept: application/sdp
User-Agent: MS RTSP Client vi.@

RTSP/1.@ 481 Unauthorized

CSeq: 2

Date: Sat, 28 Feb 2021 87:58:20 GMT

Wi-Authenticate: Digest realm="RECOVISION Streaming Service", nonce="dldd3@d1386a19e2d6fbbb@6c@36325b"

DESCRIBE rtsp://192.168.7.131:554/ch_188 RTSP/1.8

Seq: 3

Authorization: Digest realm="RECOVISION Streaming Service",nonce="dldd3ed1336a19e2d6fbbb@6c@36325b",username="admin",uri="rtsp://
192.168.7.131:554/ch_188",response="58616668T@8c9c1dcbd7cd949cf4858db™

Accept: application/sdp

User-Agent: M5 RTSP Client v1.8

RTSP/1.@ 2868 OK

(Seq: 3

Date: Sat, 2@ Feb 2021 ©7:58:20 GMT
Content-Base: rtsp://192.168.7.131:554/ch_108/
Content-Type: application/sdp

Content-Length: 430

v=8

o=- 8 8 IN IP4 127.8.8.1
5=M5 SERVER

c=IN IP4 ©.8.0.8

=2 8

a=tool:libavformat 56.31.106
m=videoc @ RTP/AVP 96
b=AS:400

a=rtpmap:96 H264/30000
a=fmtp:96 packetization-mode=1j sprop-parameter-sets=Z@@AKp2oHgC1+ibgICAgQA==,a048gA==; profile-level-id=4De@24
a=control:streamid=e
m=audic @ RTP/AVP @
b=AS:64
a=control:streamid=1
m=application @ RTP/AVP 98
b=AS:128

a=rtpmap:98 meta.data/9eee
a=control:streamid=2

SETUP rtsp://192.168.7.131:554/ch_188/streamid=8 RTSP/1.8

CSeq: 4

Authorization: Digest realm="RECOVISION Streaming Service",nonce="d1dd38d1386al19e2d6fbbb@6c@36325b",username="admin",uri="rtsp://
192.168.7.131:554/ch_188/streamid=8",response="c@88197c@d24ee5c1773b6a828d5faha™

Transport: RTP/AVP/TCP;interleaved=8-1

User-Agent: MS RTSP Client v1.@

RTSP/1.@ 268 OK
Cseq: 4
Packet 289, 10 client pkes. 3,183 server pkes. 19 turns, Click to selecr,

Entire conversation {8361kB) ~ Show dats as | ASCIL ~

Find: | ‘ I Find Mext I

Resolution: Upgrade NVR firmware version to 7X.9.0.12 (2021/6) or above.

2. The cameras with the same IP address but different ports failed to be added successfully.
Cause: The old version is not available to add the same channel CGl interface.

Resolution: Upgrade NVR firmware version to 7X.9.0.12 (2021/6) or above.

Also, you can enable the CGl interface via CGI address as below:
http://192.168.5.200/sdk.cgi?action=set.camera.add_same_channel&enable=1

3. The NVR network setting is in load balance mode. Plugging in network cable will make the IP
camera disconnected if there’s another one been plugged in already.

Cause: The old version BUG which caused by network thread check.

Resolution: Upgrade NVR firmware version to 7X.9.0.13 (2021/9) or above.

www.milesight.com
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